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DEPARTMENT OF ELECTRONICS AND COMMUNICATION ENGINEERING

R rt on "An Overvi n th rities Market"

The department of Electronics and Communication Engineering has conducted “Webinar

on An Overview on the Securities Market “on behalf of “Securities and Exchange Board of
India (SEBI) and National Stock Exchange (NSE)” on 28/10/2021. Students of ILIII and IV Year
B.Tech came forward to participate in this event.

In this competition world all the companies are looking for graduates who have higher
education and have additional skills, career guidance cell is training the students by conducting this
activity. Skills needed to succeed as entrepreneur and as a investor or as a startup are provided
Securities and Exchange Board of India (SEBI) and National Stock Exchange (NSE) who are

collaborating with Narayana Engineering college.
The incharges are given instructions regarding these sessions where the resource persons
spoke on a the topic in length.
The resource person is
MR.Sanjay dhakite,
Deputy General Manager,SEBI.
MS.Saumya dube ,
Manager NSE.

bl securities and Exchange Board of India

Cordial invitation to an interactive webinar on
An Overview on the Securities Market

Date: Oct 28, 2021 Time: 11:00 am

Speakers

Mr. Sanjay Dhakite Ms. Saumya Dube
Deputy General Manager, SEBI Manager, NSE

Join at
Webinar Link: https:/ /bitly/3EneV{8
Meeting Id: 2515 760 6064 Password: 1234

Webinar organised by National Stock Exchange of India Ltd
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Students participation during webinar
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Webinar explanation on hacking
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World's Biggest Data Breaches & Hacks

Select losses greater than 30.000 records
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RANSOMWARE

Ransomware is a type of malware that restricts users from accessing the system and demands to pay ransom in
order to regain access.

Cybercriminals load malwares within email
attachments, fake websites, offers, etc. which
when clicked/accesses by users unknowingly
get installed on their systems.

The ransomware encrypts various file for-

mats with different file extensions.

They steal credentials/sensitive information
and block the user out of the system.

Advanced ransomwares are designed to
evade anti VM or Sandbox, so they can't be
analysed by security researchers.
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How to
Stay Safe

Q

Protect your personal/official devices with
licensed Antivirus.

Install ad blockers to combat exploit kits
such as Fallout that are distributed via
malicious advertising.

Lock Remote Desktop Protocol, if not in
use or follow RDP best practices such as
rate limiting, MFA, etc.

Configure strong firewalls & VPN must
have capability to test basic security
protocols before connection.

Deploy effective backup strategies
including keeping the backup safe; so that
they can be used to recover lost data in the
event of an infection.
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Students of B.Tech actively involved in the session where they recollected, related theinformation
and effectively learnt the relevant knowledge.
After the !

inar on An n th rities Market" session, head of the
department Dr.K.Murali appreciated the students for their active participation in the event.

Total no. of Participants :113




